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	Reason for change:
	The Per-Stream Policing and Filtering (PSFP) information is provided optionally to the DS-TT port and NW-TT port for the purpose of performing ingress policing.
Multiple TSN streams can enter the TSN bridge through the same ingress (DS-TT or NW-TT) port. The PSFP function is applied on per-TSN stream basis. When a frame arrives at the ingress port, the latter needs to identify the TSN stream to which the frame belongs.
According to IEEE 802.1Q, the StreamHandleSpec parameter (already present in the PMIC; see TS 23.501 Table 5.28.3.1-1) is set to a stream_handle value which is further specified in IEEE 802.1CB as follows:
A stream_handle specification. This can be either of the following:
1) A single stream_handle value, as specified in IEEE Std 802.1CB
2) A wild-card value that matches any stream_handle value
[bookmark: _Hlk45273636]According to IEEE 802.1CB the stream_handle value refers to a tsnStreamIdEntry object in the Stream identity table. A tsnStreamIdEntry object relates to a single Stream and consist of tsnStreamIdEntry objects each describing a single identification method:
9.1 Stream identity table
The Stream identity table consists of a set of tsnStreamIdEntry objects (9.1.1), each relating to a single Stream, specifying the points in the system where Stream identification functions (6.2) are to be instantiated. Each entry in the Stream identity table has a tsnStreamIdHandle object (9.1.1.1) specifying a stream_handle value and one or more tsnStreamIdEntry objects (9.1.1) describing one identification method for that Stream. If a single Stream has multiple identification methods, perhaps (but not necessarily) on different ports, then there can be multiple tsnStreamIdEntry objects with the same value for the tsnStreamIdHandle. If the HSR or PRP method or the Sequence encode/decode function is applied to a packet, then the LanId or PathId fields are also used to identify the Stream to which the packet belongs.
	OUI/CID 
	Type number 
	Stream identification function 
	Controlling
parameters

	00-80-C2 
	0 
	Reserved 
	—

	00-80-C2 
	1 
	Null Stream identification (6.4) 
	9.1.2

	00-80-C2 
	2 
	Source MAC and VLAN Stream identification (6.5) 
	9.1.3

	00-80-C2 
	3 
	Active Destination MAC and VLAN Stream
identification (6.6)
	9.1.4

	00-80-C2 
	4 
	IP Stream identification (6.7) 
	9.1.5

	00-80-C2 
	5–255 
	Reserved 
	—

	other 
	— 
	Defined by entity owning the OUI or CID 
	—


[bookmark: _Hlk45273553]IEEE 802.1CB defines several ways for stream identification e.g. based on the combination of Source MAC address and VLAN tag, or based on the Destination MAC address and VLAN tag. Those are used by the tsnStreamIdEntry objects:
IEEE 802.1CB Table 9-1—Stream identification types

The StreamHandleSpec only refers to a tsnStreamIdEntry object in the Stream identity table which is not available in the DS-TT and NW-TT.
However, the identification of an individual TSN stream requires information related to the “Stream identification function” and the “Controlling parameters” as referred in the table above. Unless this information (i.e. Type number, Source MAC address, Dest MAC address, VLAN ID) is signalled from the CNC to the DS-TT and NW-TT as part of the PSFP information, the DS-TT and NW-TT will not be able to identify the individual TSN streams.
In a centralized TSN bridge it can be assumed that there is a central repository containing the definition of all TSN streams traversing the TSN bridge. When a frame arrives at the ingress port, the latter can consult the central repository.
However, in a distributed TSN bridge, like the one emulated by the 5GS, the DS-TT has no access to such a centralized repository. For NW-TT the situation is slightly different because, being located inside the UPF, the NW-TT may be able to get access to the central repository in which case the NW-TT would only need to be provided with some reference (a handle) that points to the stored definition of the TSN stream. However, for the sake of symmetry it is proposed to consider here a symmetric solution that applies to both NW-TT and DS-TT ports.
To enable the DS-TT and NW-TT to perform the PSFP function this CR proposes to modify the PMIC definition to allow the DS-TT or NW-TT port to obtain the TSN stream definitions.

	
	

	Summary of change:
	It is proposed to add Stream Identification Type and Stream Identification Controlling Parameters instead of StreamHandleSpec in the PMIC table :

	Per-Stream Filtering and Policing information
(NOTE 10)
	
	
	
	

	Stream Filter Instance Table
(NOTE 8)
	
	
	
	IEEE 802.1Q [98] Table 12-32

	> Stream Identification type
	X
	X
	RW
	IEEE 802.1CB clause 9.1.1.6

	> Stream Identification Controlling Parameters
	X
	X
	RW
	IEEE 802.1CB clause 9.1.2, 9.1.3, 9.1.4
(NOTE11)





	
	

	Consequences if not approved:
	The PSFP information provided to DS-TT and NW-TT remains incomplete and cannot be used for TSN stream policing. 
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[bookmark: _Hlk26955001]* * * * Start of Change * * * *
[bookmark: _Toc47342749][bookmark: _Toc45183907][bookmark: _Toc36192680]5.28.3	Port and bridge management information exchange in 5GS
[bookmark: _Toc20150074][bookmark: _Toc27846873][bookmark: _Toc36188004][bookmark: _Toc45183908][bookmark: _Toc47342750]5.28.3.1	General
Port and bridge management information is exchanged between CNC and TSN AF. The port management information, is related to Ethernet ports located in DS-TT or NW-TT.
5GS shall support transfer of standardized and deployment-specific port management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Port Management Information Container. NW-TT may support one or more ports. In this case, each port uses separate Port Management Information Container. 5GS shall also support transfer of standardized and deployment-specific bridge management information transparently between TSN AF and NW-TT, respectively inside a Bridge Management Information Container. Table 5.28.3.1-1 and Table 5.28.3.1-2 list standardized port management information and bridge management information, respectively.
Table 5.28.3.1-1: Standardized port management information
	Port management information
	Applicability (see Note 6)
	Supported operations by TSN AF
(see Note 1)
	Reference

	
	DS-TT
	NW-TT
	
	

	General
	
	
	
	

	Port management capabilities (see Note 2)
	X
	X
	R
	

	Bridge delay related information
	
	
	
	

	txPropagationDelay
	X
	X
	R
	IEEE 802.1Qcc [95] clause 12.32.2.1

	Traffic class related information
	
	
	
	

	Traffic class table
	X
	X
	RW
	IEEE 802.1Q [98] clause 12.6.3 and clause 8.6.6.

	Gate control information
	
	
	
	

	[bookmark: _Hlk11532839]GateEnabled
	X
	X
	RW
	[bookmark: _Hlk11532855]IEEE 802.1Q [98] Table 12-29

	AdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminCycleTime (see Note 3)
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminControlListLength (see Note 3)
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-28

	Tick granularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-29

	
	
	
	
	

	
	
	
	
	

	General Neighbor discovery configuration
(NOTE 4)
	
	
	
	

	adminStatus
	D
	X
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	NW-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	DS-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	D
	
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	D
	
	RW
	IEEE 802.1AB [97] Table 11-2

	Neighbor discovery information for each discovered neighbor of NW-TT
	
	
	
	

	lldpV2RemChassisIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	
	X
	R
	IEEE 802.1AB [97] clause 8.5.4

	Neighbor discovery information for each discovered neighbor of DS-TT
(NOTE 5)
	
	
	
	

	lldpV2RemChassisIdSubtype
	D
	
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	D
	
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	D
	
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	D
	
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	D
	
	R
	IEEE 802.1AB [97] clause 8.5.4.1

	Per-Stream Filtering and Policing information
(NOTE 10)
	
	
	
	

	Stream Filter Instance Table
(NOTE 8)
	
	
	
	IEEE 802.1Q [98] Table 12-32

	> Stream Identification type
	X
	X
	RW
	IEEE 802.1CB clause 9.1.1.6

	> Stream Identification Controlling Parameters
	X
	X
	RW
	IEEE 802.1CB clause 9.1.2, 9.1.3, 9.1.4
(NOTE11)

	StreamHandleSpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	> PrioritySpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	> StreamGateInstanceID
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	Stream Gate Instance Table
(NOTE 9)
	
	
	
	IEEE 802.1Q [98] Table 12-33

	StreamGateInstance
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminCycleTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPTickGranularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	Indicates which standardized and deployment-specific port management information is supported by DS-TT or NW-TT.
NOTE 3:	AdminCycleTime and AdminControlListLength are optional for gate control information.
NOTE 4:	If DS-TT supports neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to DS-TT. If DS-TT does not support neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to NW-TT using the Bridge Management Information Container (refer to Table 5.28.3.1-2) and NW-TT performs neighbor discovery on behalf on DS-TT.
NOTE 5:	If DS-TT supports neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from DS-TT. If DS-TT does not support neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from NW-TT, using the Bridge Management Information Container (refer to Table 5.28.3.1-2), the NW-TT performing neighbor discovery on behalf on DS-TT.
NOTE 6:	X = applicable; D = applicable when validation and generation of LLDP frames is processed at the DS-TT.
NOTE 7:	Void.
NOTE 8:	There is a Stream Filter Instance Table per Stream.
NOTE 9:	There is a Stream Gate Instance Table per Gate.
NOTE 10:	The use of PSFP information is mandatory at the TSN AF and is optional at both DS-TT and NW-TT. TSN AF uses the PSFP information at TSN bridge configuration time to identify the DS-TT MAC address of the PDU Session as described in clause 5.28.2 and for determination of the traffic pattern information as described in Annex I. The PSFP information can be used at the DS-TT (if supported) and at the NW-TT (if supported) for the purpose of per-stream filtering and policing as defined in IEEE 802.1Q [98] clause 8.6.5.1.
NOTE 11:	The set of Stream Identification Controlling Parameters depends on the Stream Identification type value as defined in IEEE 802.1CB Table 9-1 and clauses 9.1.2, 9.1.3, 9.1.4. 




Table 5.28.3.1-2: Standardized bridge management information
	Bridge management information
	Supported operations by TSN AF
(see NOTE 1)
	Reference

	
	
	

	Information for 5GS Bridge
	
	

	Bridge Address
	R
	

	Bridge Name
	R
	

	Bridge ID
	R
	

	Topology of 5GS Bridge
	
	

	Chassis ID subtype and Chassis ID of the 5GS Bridge
	R
	IEEE 802.1AB [97]

	Traffic forwarding information	
	
	

	Static Filtering Entry (NOTE 3)
	RW
	IEEE 802.1Q [98] clause 8.8.1

	General Neighbor discovery configuration
(NOTE 2)
	
	

	adminStatus
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	RW
	IEEE 802.1AB [97] Table 11-2

	DS-TT port neighbor discovery configuration for DS-TT ports (NOTE 4)
	
	

	>DS-TT port neighbor discovery configuration for each DS-TT port
	
	

	>> DS-TT port number
	RW
	

	>> lldpV2LocPortIdSubtype
	RW
	IEEE 802.1AB [97] Table 11-2

	>> lldpV2LocPortId
	RW
	IEEE 802.1AB [97] Table 11-2

	Discovered neighbor information for DS-TT ports
(NOTE 4)
	
	

	>Discovered neighbor information for each DS-TT port
(NOTE 4)
	
	

	>> DS-TT port number
	R
	

	>> lldpV2RemChassisIdSubtype
	R
	IEEE 802.1AB [97] Table 11-2

	>> lldpV2RemChassisId
	R
	IEEE 802.1AB [97] Table 11-2

	>> lldpV2RemPortIdSubtype
	R
	IEEE 802.1AB [97] Table 11-2

	>> lldpV2RemPortId
	R
	IEEE 802.1AB [97] Table 11-2

	>> TTL
	R
	IEEE 802.1AB [97] clause 8.5.4.1

	Stream Parameters
	
	

	Maximum number of filters, which defines the maximum number of streams that the bridge can handle
	R
	IEEE 802.1Q [98]

	Maximum number of gates, which can be equal or less than the maximum number of filters
	R
	IEEE 802.1Q [98]

	Maximum number of meters (optional) if measurements are required
	R
	IEEE 802.1Q [98]

	Maximum length of the PSFPAdminControlList parameter that can be handled
	
	IEEE 802.1Q [98]

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	General neighbor discovery information is included only when NW-TT performs neighbor discovery on behalf of DS-TT.
NOTE 3: If the Static Filtering Entry information is present, NW-TT uses Static Filtering Entry information to determine the NW-TT egress port for forwarding UL TSC traffic. If the Static Filtering Entry information is not present, then the forwarding information as in clause 5.8.2.5.3 applies.
NOTE 4:	DS-TT discovery configuration and DS-TT discovery information are used only when DS-TT does not support LLDP and NW-TT performs neighbor discovery on behalf of DS-TT. These IEs are deliverered via the procedures for the PDU session for the DS-TT port, while the other IEs of the table are deliverered via the procedures for any of the PDU sessions of the 5GS TSN bridge.



Exchange of port and bridge management information between TSN AF and NW-TT or DS-TT allows TSN AF to:
1)	retrieve port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;
2)	send port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;
3)	subscribe to and receive notifications if specific port management information for a DS-TT or NW-TT Ethernet port changes or bridge management information changes.
Exchange of port management information between TSN AF and NW-TT or DS-TT is initiated by DS-TT or NW-TT to:
-	notify TSN AF if port management information has changed that TSN AF has subscribed for.
Exchange of bridge management information between TSN AF and NW-TT is initiated by NW-TT to:
-	notify TSN AF if bridge management information has changed that TSN AF has subscribed for.
Exchange of port management information is initiated by DS-TT to:
-	provide port management capabilities, i.e. provide information indicating which standardized and deployment-specific port management information is supported by DS-TT.
TSN AF indicates inside the Port Management Information Container or Bridge Management Information Container whether it wants to retrieve or send port or bridge management information or intends to (un-)subscribe for notifications.

* * * * End of Change * * * *




